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Trustworthy Data Provenance for Enclaves In
Heterogeneous Distributed Systems

= Confidentiality and integrity of data is at risk as mobile enclaves migrate through many systems
= Trustworthy data provenance aids in detecting confidentiality and integrity breaches of data

= Tamper-evident, cryptographically-protected logs provide trustworthy provenance
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